
 

INTENT, IMPLEMENTATION, IMPACT - STRAND SCHEME OF WORK. 
The curriculum is designed with our pupils and the Skidby community in mind. At Skidby CE VC Primary School we strive to be ‘A 
Christian School in a small community, making a big difference.’ This vision underpins every decision we make and drives the curriculum 
we teach. Though their educational journey with us we will develop the knowledge of every individual, help them to understand the 
challenges they will face in life and ultimately develop their skills to cope in an ever-changing society with the aim of helping the children to 
become respectful, responsible and resilient members of the community. 

 

“ 
Subject Relevant Curriculum Statements Related Vocabulary  

COMPUTING E-SAFETY 

 
EYFS 
 

“All schools are required to have regard to 
the government’s ‘Keeping Children Safe in 
Education’ statutory guidance.” 

Technology (T1) 
Tablet (T1) 
Safety (T2) 

 
KS1 
 

“Use technology safely and respectfully, keeping 
personal information private; identify where to go for 
help and support when they have concerns about 
content or contact on the internet or other online 
technologies.” 

Safety (T1) 
Information (T2) 
Identity (T2) 

 
KS2 
 

“Use technology safely, respectfully and responsibly; 
recognise acceptable/unacceptable behaviour; identify 
a range of ways to report concerns about content and 
contact.” 

Identity (T2) 
Responsibility (T3) 
Communication (T3) 

SCHOOL AIMS  
Our curriculum focuses on these three key Christian values, giving children a 
deep level of knowledge and understanding to help them make their own 
decisions about how they can make a ‘big difference’. 

 Respect 
 Responsibility 
 Resilience 

BRITISH VALUES 
 Democracy. 
  The rule of law. 
 Individual liberty. 
 Mutual respect. 
 Tolerance of those of different faiths and 

beliefs 
CULTURAL CAPITAL 
In the context of E-Safety, children may be able to describe a range of ways of keeping safe online, in both a professional and personal capacity. 
They will be able to describe the history of E-Safety, advancement, and the impact that it has had on a social level. 
Children may be able to demonstrate some understanding and showcase examples of how to keep safe online, and what procedure to take if they have 
concerns. 
This learning will prepare the children for their transition into secondary education and beyond. 
IMPLEMENTATION AND SEQUENCING  

What will be made, produced, performed, or published? 
Children will use the knowledge they have secured on E-Safety and produce a piece of cross-curricular work, related to this curriculum strand. 
This may be in the form of a fact file or in a less formal project using a range of appropriate technology to produce a finished piece of work. 

What sequence of activity and pedagogy will be undertaken? 
EYFS: Children understand the concept of ‘stranger danger’ and keeping safe. 
Year 1: Children are able to explain what their personal information is and that it needs to be kept private. 
Year 2: Children are able to explain why their personal information needs to be kept safe. 
Year 3: Children are able to identify acceptable and unacceptable behaviour. 
Year 4: Children are able to respond to a range of hypothetical situations, demonstrating respectful behaviour. 
Year 5: Children are able to identify a range of ways to report concerns about content and contact. 
Year 6: Children are able to demonstrate understanding of anti-viral software and ways to protect data and personal information. They 
know when to report concerns and the ways in which to do it. 
Mastery: Children are confident in both personal and data security. They know a range of situations where information is at risk, and 
are able to demonstrate a range of skills to protect themselves and their data including use of cookies, password protection and 
malicious emails. 
IMPACT 

What knowledge will the children have embedded? 
In the context of using E-Safety, children will be able to explain how to keep safe online. 
They will also be able to explain what procedure to take if they have any concerns whilst online. 
The children will know how to keep personal information safe, and why it is important to never share any personal information online to someone 
they do not know. 

What retention may be demonstrated? 
Here are some example questions that may be used to assess children’s understanding.  
EYFS: How do we keep safe when using technology, such as: a tablet or laptop? 
KS1: What must we never do when we are online playing games? What must we do if we have any concerns about something we see or hear? Who 
can you talk to about your concerns? 
KS2: Why is it important to never share personal information over the internet to someone we do not know? What procedure must you take to report 
concerns? Why is it important to be respectful when online? 
 


